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	Sponsor/site name
	Data management protocol form


	Item
	Detail
	Date &/or responsibility
	SOP/reference

	List of applicable standard operating procedures (SOPs)
	All standard operating procedures that will be followed during the study will be listed in the SOP training matrix
	
	List of data management SOPs

	Study personnel
	All staff involved in the study will be listed in the contacts list. The list should contain first name, last name, email and telephone numbers. The contact list will include all third-party contact details including contract research organisation (CRO) information
	
	Study contact list

	Planned events of key activities
	Application validation
	
	

	
	Study start date
	
	

	
	Data specification creation, review, production
	
	

	
	Database build, review, user acceptance testing (UAT) and production
	
	

	
	First participant first visit
	
	

	
	Date of receipt of first case record form (CRF)
	
	

	
	Completion of data entry
	
	

	
	Database lock
	
	

	
	Database archive
	
	

	CRF type 
	e.g. Single paper sheet
	
	

	Clinical data management system (CDMS)
	
	
	

	· Software name/version
	e.g. OpenClinica version 3.1.3 community edition
	
	

	· Hardware name/version
	e.g. PC & Lenovo laptop
	
	

	· Location of database and computers used to enter data
	e.g. Database hosted on the [server] as detailed in standard internal [institution] procedures/SOPs
	
	

	Data structure 
	
	
	

	· Lists of data files/tables and fields/variables with data types
	See Data specifications
	
	

	· Lists of CRFs and events
	See Data specifications
	
	

	Monitoring/validation guidelines
	
	
	

	· Self-evident data corrections
	Not applicable, all data queries will be reviewed
	
	

	· Electronic data validation
	Data validation/edit checks that are programmed into the CMDS to fire automatically once data is entered will be tested as per database review specifications, results of the test will be documented 

Electronic error messages will be displayed for review and correction or confirmation as required
	
	

	· CRF monitoring (source data validation) and query resolution process
	100% source data validation on-line
Data clarification forms (DCFs) generated by monitor/internal QA and/or data manager if applicable

DCFs logged and reconciled with clinical staff if applicable

On-line source data verification will be used to ensure the data is verifiable, complete and accurate

Data may will be electronically flagged as verified in the CDMS
	
	

	· Data validation such as secondary monitoring and automated processes including randomisation, eligibility issues
	Review collected CRFs for completeness/consistency between fields and raise DCFs.

Automated data edit check for: key missing fields, key eligibility criteria, key cross-references
	
	

	· Quality control process
	25% cross-check of key data in database using printed forms with CRF/DCF/source document to electronic database entry
	
	

	Data flow
	
	
	

	· Paper CRF/source document completion
	Paper CRF/source document completed and checked by clinical staff
	
	

	· CRF/source document to data
	Once paper CRF/source document has been signed as complete, it is handed to data 
	
	

	Data entry procedures including
	
	
	

	· CRFs/source documents
	Logged as accepted complete from clinical staff
	
	

	· Electronic data – transcription/ direct
	Not applicable
	
	

	· Data preparation
	Pre-entry visual checks: Incomplete subject ID, missing signatures, data conventions: incomplete data – not known (NK)
	
	

	· Text handling, e.g. translation issues, use of dictionaries
	Data entered as read

Coding of medical history (MH), adverse event (AE, including serious adverse events [SAEs]) and concomitant medication (CM) after data entry using study-specific dictionaries/or outsourced
	
	

	· External data base issues including
	Formation of data including visit/demographic identifiers, to be decided before study start. All data will be recorded and entered in English
	
	

	· Data entry type
	Define data entry type e.g. single entry
	
	

	Third party data
	
	
	

	· General
	Third party data refers to data that is received from a source other than that entered directly into the clinical database

All data that will be imported directly into the database will be listed (e.g. safety laboratory, pharmacology samples, ECG and other)

Details of the file format, transfer, frequency and error corrections will be detailed in the data transfer specifications 
	
	

	· Communication
	The data manager will liaise with the appropriate contact within the laboratory/company that will be responsible for transferring the data to establish the procedures for data transfer, and agree on the data transfer specifications
	
	

	· Set-up


	Data items that need to match will be listed (e.g. screening number, randomisation number, initials, visit, date and time)
	
	

	· Test data transfer


	Once the data specifications have been approved, a test run to upload external data will be deployed, for each laboratory/company. Each data transfer will be accompanied by a data transfer transmittal sheet
	
	

	Reconciliation and validation
	Any errors will be documented in a data upload error log, amendments make to the data transfer specifications and the process completed until all expected data is uploaded and can be reconciled with the clinical information

Uploaded data will be reconciled, and any unexpected findings will be communicated to the person responsible for the upload by way of a Change Request Form 
	
	

	Query handling
	
	
	

	· Generation of and tracking
	Paper DCFs generated, numbered and recorded on the DCF tracking log

Queries raised in the CDMS will be recorded in the audit trail
	
	

	· Turn-around time
	7 days, or as per protocol for serious adverse events (SAEs)
	
	

	· Changes to the database
	New records and changes to the data that has already been captured will be recorded in the CDMS audit trail, including any reason for change to data already captured

Resolution of queries raised in the database will be recorded in the CDMS audit trail, and available in a SDV report
	
	

	AE and SAE handling
	
	
	

	· AEs
	All AEs reported will be entered into the CDMS
	
	

	· SAE reporting


	If an AE is classified as “serious” additional information will be entered into the clinical database

SAE reporting will be the responsibility of the CRO, or as per protocol
	
	

	· SAE reconciliation


	SAEs reported in the CDMS will be reconciled with SAEs reported in the safety database if required
	
	

	Status and tracking
	
	
	

	
	CRFs are logged onto CRF transmittal forms for delivery to data management personnel who document receipt if applicable
Each page of the CRF is initialled and dated by the data entry staff once it is captured.   The data is automatically recorded in the CDMS audit trail against the User ID of the staff member
Data validation steps are logged.

DCFs are numbered/dated and logged
	
	

	Back-up and recovery
	
	
	

	· Frequency
	The database will be hosted on a [server], back-up and recovery according to standard [institution] processes
	
	

	· Length of storage
	On the [institution] server until final report then locked and saved to archive storage according to standard [institution] processes
	
	

	Archiving and security
	
	
	

	· CRFs - plan for storage, security, archiving
	In Essential Document files until the Principal Investigator (PI) advises destruction.
	
	

	· Database – detail of filing structure convention, hardware retention, number of copies
	The data will be archived as an XML file, the final datasets used for analysis will be stored as [e.g. STATA] files and archived according to standard [institution] processes, as per the electronic data archive SOP
	
	

	Preparation for analysis
	
	
	

	· Data exports

· Data validation
	Access and Excel tables will be converted to [e.g. STATA 11].  Data from other databases will be exported from the CDMS as [e.g. SPSS.dat] files and imported into [e.g. STATA]
Datasets will be uploaded to a read-only/controlled folder in share-point

The data manager will be responsible for the following checks:

· All data for one subject in the [e.g. STATA] export to the data in the CMDS

· Total counts will be generated for appropriate fields in the CDMS and the imported files and compared.
	
	



